
Do you check hyperlinks before clicking?

Cyber criminals depend on careless clicks to penetrate a computer system.
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This is usually done using familiar website links or emails with attachments sent 
from a familiar email address. We recommend users take a moment to verify the link 
or the attachment before opening it and become a cyber STAR – Stop, Think, Act, 
Report.

 Further information

 Cyber security awareness package (provides links for posters, presentations, case 
studies and videos)

Alert Maritime industry targeted by cyber criminals

Alert Ship operators cannot afford to turn a blind eye to cyber security

Insight Cyber security awareness in the maritime industry

Insight It is time to strengthen your onboard cyber security procedures

 Videos

 Gard%20Case%20study%20Cyber%20security.pdf

Loss Prevention Poster gard_poster13_+Cyber+security_lores+%28ID+367614%29.pdf

Loss Prevention Poster gard_poster14_Thinkbeforeclick_lores+%28ID+367616%29.pdf

Loss Prevention Poster gard_poster16_++malwarefree_lores+%28ID+367618%29.pdf
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