OLB

Oldenburgische Landesbank AG
Postfach 26 07
26016 Oldenburg

Kontonummer:

Vereinbarung iiber die Nutzung des Onlinebanking

Kontoinhaber

Name, Vorname (1. Kontoinhaber): |

Name, Vorname (2. Kontoinhaber; bei Gemeinschaftskonto): |

Anzumeldender Onlinebanking-Nutzer
Bitte schalten Sie meine 0.g. Kontonummer sowie alle bestehenden und zukiinftigen Konten und Depots der dazugehérigen Kundennummer fiir die
folgenden Kontoinhaber zum Onlinebanking frei.

[0 1. Kontoinhaber
[0 2. Kontoinhaber
[ Folgende Personen (Verfiigungsberechtigte)

Name, Vorname: | |

Strale, Nr.: | | Geburtsdatum:

PLZ: |:| ot |

Benutzerkennung (soweit bekannt): | |

[ Ich bin bereits Onlinebanking-Nutzer und méchte meinen bestehenden Zugang mit der Benutzerkennung/ Zugangsnummer
| um die 0.g. Kundenummer erweitern.

Verfahren:

appTAN

Fur die Nutzung des appTAN-Verfahrens ist ein unterstlitztes Smartphone mit der appTAN-App der Bank aus dem jeweiligen Store erforderlich. Die
bendtigten Zugangsmedien (Zugangsnummer, personliche Identifikationsnummer (PIN) und den Aktivierungsbrief fiir das appTAN-Verfahren) erhalten
Sie mit separater Post. Gleichen Sie immer die im Geréatedisplay angezeigten Daten mit lhren Eingaben ab.

Weitere Informationen zum appTAN-Verfahren erhalten Sie unter www.olb.de/apptan.

Einwilligung zur Weitergabe von Daten im Rahmen der Bestellung

Die Bank behalt sich vor ggf. Dritte mit der Leistungserbringung zu beauftragen. Der Antragsteller willigt darin ein, dass die Bank an den jeweiligen
Leistungserbringer bzw. an den mit der Rechnungserstellung betrauten Dritten neben den aus diesem Formular ersichtlichen Daten auch seinen
Namen und die Postadresse mitteilt. Die Weitergabe der Daten erfolgt ausschlieflich zur Durchfiihrung der 0.g. Bestellung.

Sicherheitshinweise

Damit Sie nicht nur ein komfortables und schnelles, sondern auch ein sicheres Onlinebanking nutzen kénnen, beachten Sie bitte unbedingt die
anliegenden/nachfolgenden ,Bedingungen fiir das Online-Banking*“. Befolgen Sie bitte die Anweisungen, die vollumfanglich in den Bedingungen
beschrieben sind.

Ihre Uberweisungslimite

Sie kénnen lhre Uberweisungslimite im Onlinebanking individuell anpassen. Zu lhrer Sicherheit sind die Zahlungslimite mit folgenden Werten vorbelegt:
Inlandszahlungen: 10.000 EUR

Auslandszahlungen: 1.000 EUR

Auszug aus den Bedingungen:

. e . L o Sperr-Service
° Stellen Sie unverziiglich eine Sperranzeige, wenn Sie eine missbrauchliche Verwendung vermuten

Unser Sperr-Service steht

. Geben Sie Ihre personalisierten Sicherheitsmerkmale (z.B. das Kennwort einer elektronischen Signatur) Ihnen jederzeit unter der
niemals aullerhalb des Onlinebanking der Bank ein Rufnummer +49 441 221 2021
. Nutzen Sie einen aktuellen Virenscanner und Firewall auf Ihrem Computer zur Verfiigung.

Ihre Sicherheit im Onlinebanking ist uns wichtig.

Daher informieren wir unsere Kunden regelmaRig Uber sicherheitsrelevante Themen rund um Internet und Onlinebanking. Bitte beachten Sie hierzu
unsere Hinweise unter www.olb.de/sicherheit, auf der Anmeldemaske zum Onlinebanking und in Ihrem elektronischen Postfach.

Weiterfiihrende Informationen zur Sicherheit im Onlinebanking finden Sie auf den Internetseiten des Bundesamts fiir Sicherheit in der
Informationstechnik www.bsi-fuer-buerger.de sowie Heise Security www.heise.de/security.
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Hinweis nach Telefondienstdatenschutzgesetz

Die im Rahmen des Onlinebanking anfallenden personenbezogenen Daten werden zum Zwecke der Vertragsdurchfiihrung von der Bank und ggf. dem
von |hr beauftragten Rechenzentrum innerhalb Deutschlands bzw. der Europaischen Union verarbeitet und genutzt.

Einbeziehung von Geschéftsbedingungen und Vorvertraglichen Informationen

Die Grundregeln fiir die gesamte Geschéftsverbindung zwischen Bank und Kunde sind in den ,,Aligemeinen Geschiftsbedingungen™ und
»Vorvertraglichen Informationen" der Bank beschrieben. Daneben gelten die ,Bedingungen fiir den Uberweisungsverkehr, ,Bedingungen fiir
den Scheckverkehr”, ,Bedingungen fiir Zahlungen mittels Lastschrift im SEPA-Basislastschriftverfahren®, ,Bedingungen fiir Zahlungen mittels
Lastschrift im SEPA-Firmenlastschriftverfahren”, ,Bedingungen fiir das Online-Banking” und ,Bedingungen fiir die girocard“, die Abweichungen und
Erganzungen zu den ,Allgemeinen Geschaftsbedingungen" enthalten. Wenn die Vertragsunterlagen telefonisch bestellt worden sind, sind die AGB mit
dem Antrag zur Nutzung des Onlinebanking Ubersandt worden. Der Wortlaut der einzelnen Bedingungen kann im Internet unter www.olb.de/agb
eingesehen werden. Auf Verlangen des Kunden werden die Bedingungen auch durch die Bank versandt.

Dariiber hinaus bin ich damit einverstanden, dass zum Nachweis fiir alle Beteiligten im Rahmen des Onlinebanking gefiihrte Telefongesprache
aufgezeichnet werden konnen.

[0  Ich/Wir habe(n) die ,Vorvertragliche Informationen bei im Fernabsatz geschlossenen Vertragen (ber Finanzdienstleistungen* (siche Anlage)
erhalten.

Einverstandniserklarung zum Widerrufsrecht

[0 Ich erklare mich ausdriicklich damit einverstanden, dass die Bank nach Vertragsabschluss bereits vor Ende der Widerrufsfrist mit der
Ausfiihrung der Finanzdienstleistung beginnt.

Ort, Datum: ‘ ‘ ‘ Unterschrift aller
Konto-/Depotinhaber: X
(9gf. Firmenstempel)
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OLB

Vorvertragliche Informationen bei auBerhalb von Geschéaftsraumen oder im Fernabsatz
geschlossenen Vertragen uber Finanzdienstleistungen

hier:
Onlinebanking

Vorbemerkung

Bei auBerhalb von Geschaftsraumen oder im Fernabsatz geschlossenen
Vertragen Uber Finanzdienstleistungen ist das Kreditinstitut verpflichtet, den
Verbraucher rechtzeitig vor Abschluss des Vertrages nach MaBgabe des Artikels
246b EGBGB zu informieren.

Dies vorausgeschickt geben wir lhnen zu dem/den o.g. Produkt/en nach-
folgende Informationen:

1. Alilgemeine Informationen zur Bank und zu fiir die
Bank tatigen Dritten

Name und ladungsféhige Anschrift der Bank
Oldenburgische Landesbank AG

Stau 15/17

26122 Oldenburg

Gesetzliche Vertretungsberechtigte der Bank (Vorstand)
Christophe Jéhan, Vorsitzender

Marc Ampaw

Aytac Aydin

Chris Eggert

Giacomo Petrobelli

Dr. Rainer Polster

Angabe des 6ffentlichen Unternehmensregisters, in das die Bank einge-
tragen ist
Registergericht Amtsgericht Oldenburg (Oldb.) HRB 3003

Hauptgeschéftstatigkeit der Bank
Betrieb von Bankgeschaften aller Art sowie die Erbringung von Finanz-,
Beratungs- und &hnlichen Dienstleistungen

Identitat anderer gewerblich tatiger Personen, mit denen der Verbraucher
im Zusammenhang mit dem Abschluss von Vertragen uber Finanzdienst-
leistungen mit der Bank geschéftlich zu tun hat und Eigenschaft, in der
diese Person gegeniiber dem Verbraucher tatig wird.

Andere gewerblich tatige Personen waren nicht eingeschaltet.

Weitere Anschriften, die fiir die Geschéftsbeziehung zwischen der Bank
und anderen fiir die Bank gewerblich tatigen Personen sowie dem Ver-
braucher maBgeblich sind

Oldenburgische Landesbank AG

Postfach 26 07

26016 Oldenburg

Zustandige Aufsichtsbehérde

Bundesanstalt fiir Finanzdienstleistungsaufsicht,
Graurheindorfer Stra3e 108, 53117 Bonn und
Marie-Curie-Str. 24 - 28, 60436 Frankfurt
(Internet: www.bafin.de)

Européische Zentralbank
SonnemannstraBe 20, 60314 Frankfurt am Main
(Internet: www.ecb.europa.eu)

2. Allgemeine Informationen zum Vertrag

Sprachen

Die Vertragsbedingungen und diese Vorabinformationen werden in deutscher
Sprache mitgeteilt. Mit lhrer Zustimmung wird die Bank wahrend der Laufzeit
des Vertrages in Deutsch kommunizieren.

Zustandekommen des Vertrages

Der Vertrag kommt zustande, indem Sie unser postalisch Gibersandtes Angebot
mittels Durchflihrung der in den Zugangsbriefen beschriebenen Anmeldung
annehmen.

3. Informationen zu den Produktvertragen

Onlinebanking

Wesentliche Merkmale der Finanzdienstleistung

Mit der Freischaltung zum Onlinebanking ermdglicht die Oldenburgische Lan-
desbank AG es lhnen und von lhnen dafiir bevollméachtigten Dritten, OLB
Bankgeschéfte tiber Fernkommunikationswege, insbesondere Telefon und Inter-
net, abzuwickeln. Einzelheiten dazu finden Sie in den Geschaftsbedingungen.
Bei der Nutzung beachten Sie bitte auch die Onlinebanking-Nutzungshinweise.

Einzelheiten hinsichtlich der Zahlung
Keine

Einzelheiten hinsichtlich der Erfiillung

Der Vertrag wird dadurch erfillt, dass die Oldenburgische Landesbank AG die
von lhnen beauftragten Zugange zum Onlinebanking einrichtet und lhnen bzw.
den von Ihnen daflir bevolimachtigten Dritten die erforderlichen Zugangsdaten
zum Onlinebanking zur Verflgung stellt.

Preise und Kosten sowie weitere wichtige Aspekte

Gesamtpreis der Finanzdienstleistung einschlieBlich aller damit ver-
bundenen Preisbestandteile sowie alle liber die Bank abgefiihrten Steuern
oder, wenn kein genauer Preis angegeben werden kann, seine Berech-
nungsgrundlage, die dem Verbraucher eine Uberpriifung des Preises
ermoglicht.

Die Freischaltung zum Onlinebanking ist kostenfrei.

Gegebenenfalls zusatzlich anfallende Kosten sowie Hinweis auf magliche
weitere Steuern oder Kosten, die nicht liber die Bank abgefiihrt oder von
ihr in Rechnung gestellt werden.

Keine zusétzlichen Kosten, Steuern oder Kosten Dritter.

Alle spezifischen Kosten, die der Verbraucher fiir die Benutzung des
Fernkommunikationsmittels zu tragen hat, wenn solche zusiatzlichen
Kosten durch den Unternehmer in Rechnung gestellt werden.
Es werden keine spezifischen zusatzlichen Kosten fiir die Benutzung des
Fernkommunikationsmittels durch die Bank in Rechnung gestellt.

Gegebenenfalls den Hinweis, dass sich die Finanzdienstleistung auf
Finanzinstrumente bezieht, die wegen ihrer spezifischen Merkmale oder
der durchzufiihrenden Vorgénge mit speziellen Risiken behaftet sind oder
deren Preis Schwankungen auf dem Finanzmarkt unterliegt, auf die die
Bank keinen Einfluss hat, und dass erwirtschaftete Ertrage kein Indikator
fur kiinftige Ertrége sind.

Die Finanzdienstleistung bezieht sich nicht auf Finanzinstrumente, die mit spe-
ziellen Risiken behaftet sind oder deren Preis auf dem Finanzmarkt schwankt.

Mindestlaufzeit des Vertrages, wenn dieser eine dauernde oder regelma-
Big wiederkehrende Leistung zum Inhalt hat.
Keine

Vertragliche Kiindigungsbedingungen

Sie kénnen den Vertrag geman der Allgemeinen Geschéftsbedingungen jeder-
zeit ohne Einhaltung einer Kiindigungsfrist und ohne Vorlage eines Grundes
kiindigen. Zudem kdnnen Sie die Vertragsbeziehung aus wichtigem Grund
kindigen, wenn lhnen unter Berilicksichtigung aller Umsténde des Einzelfalls
und unter Abwégung der beiderseitigen Interessen die Fortsetzung des Ver-
tragsverhéltnisses nicht mehr zugemutet werden kann.

Sie kdénnen die Erklarung in Textform (Empfénger: Oldenburgische Lan-
desbank AG, Stau 15/17, 26122 Oldenburg oder Oldenburgische Landesbank
AG, Postfach 4010, 26030 Oldenburg) oder per E-Mail: olb@olb.de oder per
Fax, Fax-Nr. 0441 221 1457 oder telefonisch, Telefon-Nr. 0441 221-2210 oder
mindlich gegeniiber einem Mitarbeiter der Bank abgeben.

AuBergerichtliche Streitschlichtung

Zur Beilegung von Streitigkeiten mit der Bank besteht fir Sie die Mdglichkeit,
den Ombudsmann der privaten Banken anzurufen. N&heres regelt die ,Ver-
fahrensordnung fiir die Schlichtung von Kundenbeschwerden im deutschen
Bankgewerbe®, die auf Wunsch zur Verfligung gestellt wird. Die Beschwerde ist
in Textform (z.B. mittels Brief, Telefax oder E-Mail) an die Kundenbeschwerde-
stelle beim Bundesverband deutscher Banken e. V. Postfach 040307, 10062
Berlin, Fax: (030) 1663-3169, E-Mail: ombudsmann@bdb.de, zu richten.
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4. Widerrufsrecht sowie weitere wichtige Aspekte

Widerrufsbelehrung:
gilt far
Onlinebanking

Abschnitt 1

Widerrufsrecht

Sie kénnen lhre Vertragserklarung innerhalb von 14 Tagen ohne Angabe von Griinden mittels einer eindeutigen Erklarung widerrufen. Die Frist
beginnt nach Abschluss des Vertrags und nachdem Sie die Vertragsbestimmungen einschlieBlich der Aligemeinen Geschaftsbedingungen sowie alle
nachstehend unter Abschnitt 2 aufgefiihrten Informationen auf einem dauerhaften Datentrager (z. B. Brief, Telefax, E-Mail) erhalten haben. Zur
Wahrung der Widerrufsfrist geniigt die rechtzeitige Absendung des Widerrufs, wenn die Erklarung auf einem dauerhaften Datentréger erfolgt. Der
Widerruf ist zu richten an:

Oldenburgische Landesbank AG, Beschwerdemanagement

Stau 15/17, 26122 Oldenburg

oder per E-Mail an: olb@olb.de

oder per Telefax-Nachricht an: 0441 221 2559

Abschnitt 2
Fiir den Beginn der Widerrufsfrist erforderliche Informationen
Die Informationen im Sinne des Abschnitts 1 Satz 2 umfassen folgende Angaben:

1. die Identitat des Unternehmers; anzugeben ist auch das 6ffentliche Unternehmensregister, bei dem der Rechtstrager eingetragen ist, und die zugehdrige
Registernummer oder gleichwertige Kennung;

2. zur Anschrift
a) die ladungsféhige Anschrift des Unternehmers und jede andere Anschrift, die flir die Geschaftsbeziehung zwischen dem Unternehmer und dem Ver-

braucher maBgeblich ist, bei juristischen Personen, Personenvereinigungen oder Personengruppen auch den Namen des Vertretungsberechtigten;

3. die wesentlichen Merkmale der Finanzdienstleistung sowie Informationen dariiber, wie der Vertrag zustande kommt;

4. den Gesamtpreis der Finanzdienstleistung einschlieBlich aller damit verbundenen Preisbestandteile sowie alle tber den Unternehmer abgefihrten
Steuern oder, wenn kein genauer Preis angegeben werden kann, seine Berechnungsgrundlage, die dem Verbraucher eine Uberpriifung des Preises
ermdglicht;

5. Einzelheiten hinsichtlich der Zahlung und der Erfiillung;

6. alle spezifischen zusétzlichen Kosten, die der Verbraucher fir die Benutzung des Fernkommunikationsmittels zu tragen hat, wenn solche zuséatzlichen
Kosten durch den Unternehmer in Rechnung gestellt werden;

7. das Bestehen oder Nichtbestehen eines Widerrufsrechts sowie die Bedingungen, Einzelheiten der Ausliibung, insbesondere Name und Anschrift
desjenigen, gegeniber dem der Widerruf zu erklaren ist, und die Rechtsfolgen des Widerrufs einschlieBlich Informationen Uiber den Betrag, den der
Verbraucher im Fall des Widerrufs fiir die erbrachte Leistung zu zahlen hat, sofern er zur Zahlung von Wertersatz verpflichtet ist (zugrunde liegende
Vorschrift: § 357b des Blirgerlichen Gesetzbuchs);

8. die vertraglichen Kiindigungsbedingungen einschlieBlich etwaiger Vertragsstrafen;

9. die Mitgliedstaaten der Europaischen Union, deren Recht der Unternehmer der Aufnahme von Beziehungen zum Verbraucher vor Abschluss des
Vertrags zugrunde legt;

10. eine Vertragsklausel Uber das auf den Vertrag anwendbare Recht oder Uber das zustandige Gericht;

11. die Sprachen, in denen die Vertragsbedingungen und die in dieser Widerrufsbelehrung genannten Vorabinformationen mitgeteilt werden, sowie die
Sprachen, in denen sich der Unternehmer verpflichtet, mit Zustimmung des Verbrauchers die Kommunikation wéhrend der Laufzeit dieses Vertrags zu
fihren;

12. den Hinweis, ob der Verbraucher ein auBergerichtliches Beschwerde- und Rechtsbehelfsverfahren, dem der Unternehmer unterworfen ist, nutzen kann,
und gegebenenfalls dessen Zugangsvoraussetzungen;

13. das Bestehen eines Garantiefonds oder anderer Entschédigungsregelungen, die weder unter die geman der Richtlinie 2014/49 EU des Europaischen
Parlaments und des Rates vom 16. April 2014 Uber Einlagensicherungssysteme (ABI. L 173 vom 12.6.2014, S. 149; L 212 vom 18.7.2014, S. 47; L 309
vom 30.10.2014, S. 37) geschaffenen Einlagensicherungssysteme noch unter die Richtlinie 97/9/EG des Européischen Parlaments und des Rates vom
3. Mérz 1997 Uber Systeme fiir die Entschadigung der Anleger (ABI. L 84 vom 26.3.1997, S. 22) geschaffenen Einlagensicherungssysteme fallen.

Abschnitt 3

Widerrufsfolgen

Im Fall eines wirksamen Widerrufs sind die beiderseits empfangenen Leistungen zuriickzugewéahren. Sie sind zur Zahlung von Wertersatz fiir die
bis zum Widerruf erbrachte Dienstleistung verpflichtet, wenn Sie vor Abgabe Ihrer Vertragserkldrung auf diese Rechtsfolge hingewiesen wurden und
ausdriicklich zugestimmt haben, dass vor dem Ende der Widerrufsfrist mit der Ausfihrung der Gegenleistung begonnen werden kann. Besteht eine
Verpflichtung zur Zahlung von Wertersatz, kann dies dazu fiihren, dass Sie die vertraglichen Zahlungsverpflichtungen fiir den Zeitraum bis zum Widerruf
dennoch erfilllen missen. Ihr Widerrufsrecht erlischt vorzeitig, wenn der Vertrag von beiden Seiten auf lhren ausdriicklichen Wunsch vollstandig erfllt ist,
bevor Sie Ihr Widerrufsrecht ausgetibt haben. Verpflichtungen zur Erstattung von Zahlungen miissen innerhalb von 30 Tagen erfiillt werden. Diese
Frist beginnt fir Sie mit der Absendung Ihrer Widerrufserklarung, fir uns mit deren Empfang.

Besondere Hinweise
Bei Widerruf dieses Vertrags sind Sie auch an einen mit diesem Vertrag zusammenhangenden Vertrag nicht mehr gebunden, wenn der zusammenhangende
Vertrag eine Leistung betrifft, die von uns oder einem Dritten auf der Grundlage einer Vereinbarung zwischen uns und dem Dritten erbracht wird.

Ende der Widerrufsbelehrung

Anwendbares Recht, das die Bank der Aufnahme von Beziehungen zum
Verbraucher vor Abschluss des Vertrages zugrunde legt

Fir die Aufnahme von Beziehungen vor Abschluss des Vertrages gilt deutsches
Recht.

Auf den Vertrag anwendbares Recht
Fir den Vertrag gilt deutsches Recht.

Hinweis auf das Bestehen eines Garantiefonds oder einer anderen Ent-
schadigungsregelung - Bestehen einer freiwilligen Einlagensicherung

Die Bank ist dem Einlagensicherungsfonds des Bundesverbandes deutscher
Banken e.V. angeschlossen (vgl. Nr. 20 der ,Allgemeinen Geschéftsbedingun-
gen“). Dieser haftet nicht fir ein Festgeld mit Nachrangabrede.

Gultigkeitsdauer der zur Verfligung gestellten Informationen
Die von der Bank zur Verfligung gestellten Informationen gelten bis auf weiteres.

lhre Oldenburgische Landesbank AG
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OLB

Bedingungen fur das Online Banking

1 Leistungsangebot

(1) Der Kunde und dessen Bevollmachtigte kénnen Bankgeschéfte mittels Online
Banking in dem von der Bank angebotenen Umfang abwickeln. Zudem kénnen
sie Informationen der Bank mittels Online Banking abrufen. Des Weiteren sind
sie gemaR § 675f Absatz 3 BGB berechtigt, Zahlungsausldsedienste und Konto-
informationsdienste geméaR § 1 Absatze 33 und 34 Zahlungsdiensteaufsichtsge-
setz (ZAG) zu nutzen. Dartiber hinaus konnen sie von ihnen ausgewahlte sonsti-
ge Drittdienste nutzen.

(2) Kunde und Bevollmachtigte werden einheitlich als ,Teilnehmer”, Konto und
Depot einheitlich als ,Konto“ bezeichnet, es sei denn, dies ist ausdriicklich
anders bestimmt.

(3) Zur Nutzung des Online Banking gelten die mit der Bank gesondert vereinbar-
ten Verfligungslimite.

2 Voraussetzungen zur Nutzung des Online Banking

(1) Der Teilnehmer kann das Online Banking nutzen, wenn die Bank ihn authenti-

fiziert hat.

(2) Authentifizierung ist das mit der Bank gesondert vereinbarte Verfahren, mit

dessen Hilfe die Bank die Identitdt des Teilnehmers oder die berechtigte Ver-

wendung eines vereinbarten Zahlungsinstruments, einschlieRlich der Verwen-
dung des personalisierten Sicherheitsmerkmals des Teilnehmers (iberpriifen
kann. Mit den hierfir vereinbarten Authentifizierungselementen kann der Teil-
nehmer sich gegentiber der Bank als berechtigter Teilnehmer ausweisen, auf

Informationen zugreifen (siehe Nummer 3 dieser Bedingungen) sowie Auftrage

erteilen (siehe Nummer 4 dieser Bedingungen).

(3) Authentifizierungselemente sind

o  Wissenselemente, also etwas, das nur der Teilnehmer weil (z.B. personli-
che Identifikationsnummer [PIN]),

o Besitzelemente, also etwas, das nur der Teilnehmer besitzt (z.B. Gerat zur
Erzeugung oder zum Empfang von einmal verwendbaren Transaktions-
nummern [TAN], die den Besitz des Teilnehmers nachweisen, wie die giro-
card mit TAN-Generator oder das mobile Endgerét), oder

e Seinselemente, also etwas, das der Teilnehmer ist (Inharenz, z.B. Fingerab-
druck als biometrisches Merkmal des Teilnehmers).

(4) Die Authentifizierung des Teilnehmers erfolgt, indem der Teilnehmer geman

der Anforderung der Bank das Wissenselement, den Nachweis des Besitzele-

ments und/oder den Nachweis des Seinselements an die Bank tibermittelt.

3 Zugang zum Online Banking

(1) Der Teilnehmer erhalt Zugang zum Online Banking der Bank, wenn

e er seine individuelle Teilnehmerkennung (z.B. Kontonummer, Anmeldena-
me) angibt und

e ersich unter Verwendung des oder der von der Bank angeforderten Authen-
tifizierungselemente(s) ausweist und

e  keine Sperre des Zugangs (sieche Nummern 8.1 und 9 dieser Bedingungen)
vorliegt.

Nach Gewahrung des Zugangs zum Online Banking kann auf Informationen

zugegriffen oder kénnen nach Nummer 4 dieser Bedingungen Auftrage erteilt

werden.

(2) Fur den Zugriff auf sensible Zahlungsdaten im Sinne des § 1 Absatz 26 Satz

1 ZAG (z.B. zum Zweck der Anderung der Anschrift des Kunden) fordert die Bank

den Teilnehmer auf, sich unter Verwendung eines weiteren Authentifizierungs-

elements auszuweisen, wenn beim Zugang zum Online Banking nur ein Authenti-

fizierungselement angefordert wurde. Der Name des Kontoinhabers und die

Kontonummer sind fiir den vom Teilnehmer genutzten Zahlungsauslosedienst

und Kontoinformationsdienst keine sensiblen Zahlungsdaten (§ 1 Absatz 26 Satz

2 ZAG).

4 Auftrage

4.1 Auftragserteilung

Der Teilnehmer muss einem Auftrag (zum Beispiel Uberweisung) zu dessen
Wirksamkeit zustimmen (Autorisierung). Auf Anforderung hat er hierzu Authentifi-
zierungselemente (zum Beispiel Eingabe einer TAN als Nachweis des Besitze-
lements) zu verwenden.

Die Bank bestatigt mittels Online Banking den Eingang des Auftrags.

4.2 Widerruf von Auftragen

Die Widerrufbarkeit eines Auftrags richtet sich nach den fiir die jeweilige Auf-
tragsart geltenden Sonderbedingungen (zum Beispiel Bedingungen fiir den
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Uberweisungsverkehr). Der Widerruf von Auftragen kann nur auBerhalb des
Online Banking erfolgen, es sei denn, die Bank sieht eine Widerrufsmaglichkeit
im Online Banking ausdricklich vor.

5 Bearbeitung von Auftragen durch die Bank

(1) Die Bearbeitung der Auftrége erfolgt an den fiir die Abwicklung der jeweiligen

Auftragsart (zum Beispiel Uberweisung) auf der Online-Banking-Seite der Bank

oder im ,Preis- und Leistungsverzeichnis* bekannt gegebenen Geschaftstagen

im Rahmen des ordnungsgemaRen Arbeitsablaufes. Geht der Auftrag nach dem

auf der Online-Banking-Seite der Bank oder im ,Preis- und Leistungsverzeichnis®

angegebenen Zeitpunkt (Annahmefrist) ein oder fallt der Zeitpunkt des Eingangs
nicht auf einen Geschaftstag gemaR Online-Banking-Seite der Bank oder ,Preis-
und Leistungsverzeichnis* der Bank, so gilt der Auftrag als am darauf folgenden

Geschéftstag zugegangen. Die Bearbeitung beginnt erst an diesem Geschéfts-

tag.

(2) Die Bank wird den Auftrag ausfiihren, wenn folgende Ausfiihrungsbedingun-

gen vorliegen:

e Der Teilnehmer hat den Auftrag autorisiert (vgl. Nummer 4.1 dieser Bedin-
gungen).

e Die Berechtigung des Teilnehmers fiir die jeweilige Auftragsart (zum Bei-
spiel Wertpapierorder) liegt vor.

o Das Online-Banking-Datenformat ist eingehalten.

e Das gesondert vereinbarte Online-Banking-Verfiigungslimit ist nicht uber-
schritten (vgl. Nummer 1 Absatz 3 dieser Bedingungen).

o Die weiteren Ausfiihrungsbedingungen nach den fiir die jeweilige Auftrags-
art mafgeblichen Sonderbedingungen (zum Beispiel ausreichende Konto-
deckung gemaR den Bedingungen fiir den Uberweisungsverkehr) liegen vor.

Liegen die Ausfiihrungsbedingungen nach Satz 1 vor, fiihrt die Bank die Auftrage

nach Mafgabe der Bestimmungen der fiir die jeweilige Auftragsart geltenden

Sonderbedingungen (zum Beispiel Bedingungen fiir den Uberweisungsverkehr,

Bedingungen fiir das Wertpapiergeschaft) aus.

(3) Liegen die Ausfiihrungsbedingungen nach Absatz 2 Satz 1 nicht vor, wird die

Bank den Auftrag nicht ausfiihren. Sie wird den Teilnehmer hieriiber mittels

Online Banking eine Information zur Verfiigung stellen und soweit méglich dabei

die Griinde und die Mdglichkeiten nennen, mit denen Fehler, die zur Ablehnung

gefiihrt haben, berichtigt werden kénnen.

6 Information des Kunden iiber Online-Banking-Verfiigungen

Die Bank unterrichtet den Kunden mindestens einmal monatlich iiber die mittels
Online Banking getatigten Verfligungen auf dem fiir Kontoinformationen verein-
barten Weg.

7 Sorgfaltspflichten des Teilnehmers

7.1 Schutz der Authentifizierungselemente

(1) Der Teilnehmer hat alle zumutbaren Vorkehrungen zu treffen, um seine

Authentifizierungselemente (sieche Nummer 2 dieser Bedingungen) vor unbefug-

tem Zugriff zu schiitzen. Ansonsten besteht die Gefahr, dass das Online Banking

missbrauchlich verwendet oder in sonstiger Weise nicht autorisiert genutzt wird

(vergleiche Nummer 3 und 4 dieser Bedingungen).

(2) Zum Schutz der einzelnen Authentifizierungselemente hat der Teilnehmer vor

allem Folgendes zu beachten:

(a) Wissenselemente, wie z.B. die PIN, sind geheim zu halten; sie dirfen insbe-

sondere

e nicht miindlich (z.B. telefonisch oder personlich) mitgeteilt werden,

e nicht auRerhalb des Online Banking in Textform (z.B. per E-Mail, Messen-
ger-Dienst) weiter gegeben werden,

e nicht ungesichert elektronisch gespeichert (z.B. Speicherung der PIN im
Klartext im Computer oder im mobilen Endgerat) werden und

e nicht auf einem Gerat notiert oder als Abschrift zusammen mit einem Gerat
aufbewahrt werden, das als Besitzelement (z.B. girocard mit TAN-
Generator, mobiles Endgerat, Signaturkarte) oder zur Priifung des Sein-
selements (z.B. mobiles Endgerat mit Anwendung fir das Online Banking
und Fingerabdrucksensor) dient.

(b) Besitzelemente, wie z.B. die girocard mit TAN-Generator oder ein mobiles

Endgerét, sind vor Missbrauch zu schiitzen, insbesondere

e sind die girocard mit TAN-Generator oder die Signaturkarte vor dem unbe-
fugten Zugriff anderer Personen sicher zu verwahren,

e st sicherzustellen, dass unberechtigte Personen auf das mobile Endgerat
des Teilnehmers (z.B. Mobiltelefon) nicht zugreifen kénnen,



e st dafir Sorge zu tragen, dass andere Personen die auf dem mobilen
Endgerét (z.B. Mobiltelefon) befindliche Anwendung fiir das Online Banking
(z.B. Online-Banking-App, Authentifizierungs-App) nicht nutzen kénnen,

e st die Anwendung fiir das Online Banking (z.B. Online-Banking-App,
Authentifizierungs-App) auf dem mobilen Endgerét des Teilnehmers zu de-
aktivieren, bevor der Teilnehmer den Besitz an diesem mobilen Endgerat
aufgibt (z.B. durch Verkauf oder Entsorgung des Mobiltelefons),

e dirfen die Nachweise des Besitzelements (z.B. TAN) nicht auBerhalb des
Online Banking miindlich (z.B. per Telefon) oder in Textform (z.B. per E-
Mail, Messenger-Dienst) weiter gegeben werden und

e muss der Teilnehmer, der von der Bank einen Code zur Aktivierung des
Besitzelements (z.B. Mobiltelefon mit Anwendung fiir das Online Banking)
erhalten hat, diesen vor dem unbefugten Zugriff anderer Personen sicher
verwahren; ansonsten besteht die Gefahr, dass andere Personen ihr Geréat
als Besitzelement fir das Online Banking des Teilnehmers aktivieren.

(c) Seinselemente, wie z.B. Fingerabdruck des Teilnehmers, dirfen auf einem

mobilen Endgerat des Teilnehmers fiir das Online Banking nur dann als Authenti-

fizierungselement verwendet werden, wenn auf dem mobilen Endgerat keine

Seinselemente anderer Personen gespeichert sind. Sind auf dem mobilen

Endgerét, das fiir das Online Banking genutzt wird, Seinselemente anderer

Personen gespeichert, ist fiir das Online Banking das von der Bank ausgegebe-

ne Wissenselement (z.B. PIN) zu nutzen und nicht das auf dem mobilen Endge-

rat gespeicherte Seinselement.

(3) Beim mobileTAN-Verfahren darf das mobile Endgerat, mit dem die TAN

empfangen wird (zum Beispiel Mobiltelefon), nicht gleichzeitig fir das Online

Banking genutzt werden.

(4) Die fur das mobile-TAN-Verfahren hinterlegte Telefonnummer ist zu I6schen

oder zu andern, wenn der Teilnehmer diese Telefonnummer fiir das Online

Banking nicht mehr nutzt.

(5) Ungeachtet der Schutzpflichten nach den Absatzen 1 bis 4 darf der Teilneh-

mer seine Authentifizierungselemente gegeniber einem von ihm ausgewahlten

Zahlungsausldsedienst und Kontoinformationsdienst sowie einem sonstigen

Drittdienst verwenden (siehe Nummer 1 Absatz 1 Sétze 3 und 4 dieser Bedin-

gungen). Sonstige Drittdienste hat der Teilnehmer mit der im Verkehr erforderli-

chen Sorgfalt auszuwahlen.

7.2 Sicherheitshinweise der Bank

Der Teilnehmer muss die Sicherheitshinweise auf der Online-Banking-Seite der
Bank, insbesondere die MaRnahmen zum Schutz der eingesetzten Hard- und
Software (Kundensystem), beachten.

7.3 Priifung der Auftragsdaten mit von der Bank angezeigten Daten

Die Bank zeigt dem Teilnehmer die von ihr empfangenen Auftragsdaten (zum
Beispiel Betrag, Kontonummer des Zahlungsempfangers, Wertpapierkennnum-
mer) ber das gesondert vereinbarte Gerét des Teilnehmers an (zum Beispiel
mittels mobilem Endgerat, Chipkartenlesegerat mit Display). Der Teilnehmer ist
verpflichtet, vor der Bestatigung die Ubereinstimmung der angezeigten Daten mit
den fiir den Auftrag vorgesehenen Daten zu priifen.

8 Anzeige- und Unterrichtungspflichten

8.1 Sperranzeige

(1) Stellt der Teilnehmer

e den Verlust oder den Diebstahl eines Besitzelements zur Authentifizierung
(z.B. girocard mit TAN-Generator, mobiles Endgerat, Signaturkarte) oder

o die missbriuchliche Verwendung oder die sonstige nicht autorisierte Nut-
zung eines Authentifizierungselements

fest, muss der Teilnehmer die Bank hieriiber unverziiglich unterrichten (Sperran-

zeige). Der Teilnehmer kann eine solche Sperranzeige jederzeit auch (iber die

gesondert mitgeteilten Kommunikationskanéle abgeben.

(2) Der Teilnehmer hat jeden Diebstahl oder Missbrauch eines Authentifizie-

rungselements unverziglich bei der Polizei zur Anzeige zu bringen.

(3) Hat der Teilnehmer den Verdacht einer nicht autorisierten oder betrligeri-

schen Verwendung eines seiner Authentifizierungselemente, muss er ebenfalls

eine Sperranzeige abgeben.

8.2 Unterrichtung iiber nicht autorisierte oder fehlerhaft ausgefiihrte Auf-
trage

Der Kunde hat die Bank unverziglich nach Feststellung eines nicht autorisierten
oder fehlerhaft ausgefiihrten Auftrags hierliber zu unterrichten.

9 Nutzungssperre

9.1 Sperre auf Veranlassung des Teilnehmers

Die Bank sperrt auf Veranlassung des Teilnehmers, insbesondere im Fall der
Sperranzeige nach Nummer 8.1 dieser Bedingungen,

e den Online-Banking-Zugang fiir ihn oder alle Teilnehmer oder

o seine Authentifizierungselemente zur Nutzung des Online-Banking.

9.2 Sperre auf Veranlassung der Bank

(1) Die Bank darf den Online-Banking-Zugang fiir einen Teilnehmer sperren,

wenn

e sie berechtigt ist, den Online-Banking-Vertrag aus wichtigem Grund zu
kiindigen,
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e sachliche Griinde im Zusammenhang mit der Sicherheit der Authentifizie-
rungselemente des Teilnehmers dies rechtfertigen oder

e der Verdacht einer nicht autorisierten oder einer betrligerischen Verwen-
dung eines Authentifizierungselements besteht.

(2) Die Bank wird den Kunden unter Angabe der hierfiir maRgeblichen Griinde

méglichst vor, spatestens jedoch unverziglich nach der Sperre auf dem verein-

barten Weg unterrichten. Die Angabe von Griinden darf unterbleiben, soweit die

Bank hierdurch gegen gesetzliche Verpflichtungen verstoRen wiirde.

9.3 Aufhebung der Sperre

Die Bank wird eine Sperre aufheben oder die betroffenen Authentifizierungsele-
mente austauschen, wenn die Grinde fir die Sperre nicht mehr gegeben sind.
Hierlber unterrichtet sie den Kunden unverziglich.

9.4 Automatische Sperre eines chip-basierten Besitzelements

(1) Eine Chipkarte mit Signaturfunktion sperrt sich selbst, wenn dreimal in Folge
der Nutzungscode fiir die elektronische Signatur falsch eingegeben wird.

(2) Ein TAN-Generator als Bestandteil einer Chipkarte, der die Eingabe eines
eigenen Nutzungscodes erfordert, sperrt sich selbst, wenn dieser dreimal in
Folge falsch eingegeben wird.

(3) Die in Absatzen 1 und 2 genannten Besitzelemente kdnnen dann nicht mehr
fiir das Online Banking genutzt werden. Der Teilnehmer kann sich mit der Bank
in Verbindung setzen, um die Nutzungsmdglichkeiten des Online Banking wie-
derherzustellen.

9.5 Zugangssperre fiir Zahlungsauslosedienst und Kontoinformations-
dienst

Die Bank kann Kontoinformationsdienstleistern oder Zahlungsauslosedienstleis-
tern den Zugang zu einem Zahlungskonto des Kunden verweigem, wenn objekti-
ve und gebiihrend nachgewiesene Griinde im Zusammenhang mit einem nicht
autorisierten oder betrligerischen Zugang des Kontoinformationsdienstleisters
oder des Zahlungsausldsedienstleisters zum Zahlungskonto, einschlieflich der
nicht autorisierten oder betrligerischen Auslésung eines Zahlungsvorgangs, es
rechtfertigen. Die Bank wird den Kunden Uber eine solche Zugangsverweigerung
auf dem vereinbarten Weg unterrichten. Die Unterrichtung erfolgt méglichst vor,
spétestens jedoch unverziglich nach der Verweigerung des Zugangs. Die
Angabe von Griinden darf unterbleiben, soweit die Bank hierdurch gegen gesetz-
liche Verpflichtungen verstoBen wiirde. Sobald die Griinde fiir die Verweigerung
des Zugangs nicht mehr bestehen, hebt die Bank die Zugangssperre auf. Hier-
Uber unterrichtet sie den Kunden unverziiglich.

10 Haftung

10.1 Haftung der Bank bei Ausfiihrung eines nicht autorisierten Auftrags
und eines nicht, fehlerhaft oder verspétet ausgefiihrten Auftrags

Die Haftung der Bank bei einem nicht autorisierten Auftrag und einem nicht,
fehlerhaft oder verspatet ausgefiihrten Auftrag richtet sich nach den fiir die
jeweilige Auftragsart vereinbarten Sonderbedingungen (zum Beispiel Bedingun-
gen fiir den Uberweisungsverkehr, Bedingungen fir das Wertpapiergeschéft.)

10.2 Haftung des Kunden bei missbrauchlicher Nutzung seiner Authentifi-
zierungselemente

10.2.1 Haftung des Kunden fiir nicht autorisierte Zahlungsvorgénge vor der

Sperranzeige

(1) Beruhen nicht autorisierte Zahlungsvorgange vor der Sperranzeige auf der

Nutzung eines verlorengegangenen, gestohlenen oder sonst abhanden gekom-

menen Authentifizierungselements oder auf der sonstigen missbrauchlichen

Verwendung eines Authentifizierungselements, haftet der Kunde fir den der

Bank hierdurch entstehenden Schaden bis zu einem Betrag von 50 Euro, ohne

dass es darauf ankommt, ob den Teilnehmer ein Verschulden trifft.

(2) Der Kunde ist nicht zum Ersatz des Schadens nach Absatz 1 verpflichtet,

wenn

e es ihm nicht méglich gewesen ist, den Verlust, den Diebstahl, das Abhan-
denkommen oder eine sonstige missbrauchliche Verwendung des Authenti-
fizierungselements vor dem nicht autorisierten Zahlungsvorgang zu bemer-
ken, oder

o der Verlust des Authentifizierungselements durch einen Angestellten, einen
Agenten, eine Zweigniederlassung eines Zahlungsdienstleisters oder eine
sonstige Stelle, an die Téatigkeiten des Zahlungsdienstleisters ausgelagert
wurden, verursacht worden ist.

(3) Kommt es vor der Sperranzeige zu nicht autorisierten Zahlungsvorgéngen

und hat der Teilnehmer in betrligerischer Absicht gehandelt oder seine Sorgfalts-

und Anzeigepflichten nach diesen Bedingungen vorsétzlich oder grob fahrlassig

verletzt, tragt der Kunde abweichend von den Absatzen 1 und 2 den hierdurch

entstandenen Schaden in vollem Umfang. Grobe Fahrlassigkeit des Teilnehmers

kann insbesondere vorliegen, wenn er eine seiner Sorgfaltspflichten nach

e Nummer 7.1 Absatz 2,

e Nummer 7.1 Absatz 4,

e Nummer 7.3 oder

e  Nummer 8.1 Absatz 1

dieser Bedingungen verletzt hat.

(4) Abweichend von den Absétzen 1 und 3 ist der Kunde nicht zum Schadenser-

satz verpflichtet, wenn die Bank vom Teilnehmer eine starke Kundenauthentifizie-

rung im Sinne des § 1 Absatz 24 ZAG nicht verlangt hat. Eine starke Kun-

denauthentifizierung erfordert insbesondere die Verwendung von zwei voneinan-



der unabhangigen Authentifizierungselementen aus den Kategorien Wissen,

Besitz oder Sein (siehe Nummer 2 Absatz 3 dieser Bedingungen).

(5) Die Haftung fiir Schaden, die innerhalb des Zeitraums, fiir den das Verfu-

gungslimit gilt, verursacht werden, beschrénkt sich jeweils auf das vereinbarte

Verfugungslimit.

(6) Der Kunde ist nicht zum Ersatz des Schadens nach Absatz 1 und 3 verpflich-

tet, wenn der Teilnehmer die Sperranzeige nach Nummer 8.1 dieser Bedingun-

gen nicht abgeben konnte, weil die Bank nicht die Méglichkeit zur Entgegennah-
me der Sperranzeige sichergestellt hatte.

(7) Die Abséatze 2 und 4 bis 6 finden keine Anwendung, wenn der Teilnehmer in

betrligerischer Absicht gehandelt hat.

(8) Ist der Kunde kein Verbraucher, gilt ergdnzend Folgendes:

e Der Kunde haftet fiir Schaden aufgrund von nicht autorisierten Zahlungsvor-
gangen uber die Haftungsgrenze von 50 Euro nach Absatz 1 und 3 hinaus,
wenn der Teilnehmer fahr-lassig oder vorsatzlich gegen seine Anzeige- und
Sorgfaltspflichten nach diesen Bedingungen verstoRRen hat.

o Die Haftungsbeschrankung in Absatz 2 erster Spiegelstrich findet keine
Anwendung.

10.2.2 Haftung des Kunden bei nicht autorisierten Verfiigungen auRerhalb
von Zahlungsdiensten (z.B. Wertpapiertransaktionen) vor der Sperranzeige
Beruhen nicht autorisierte Verfligungen auBerhalb von Zahlungsdiensten (z.B.
Wertpapiertransaktionen) vor der Sperranzeige auf der Nutzung eines verloren-
gegangenen oder gestohlenen Authentifizierungselements oder auf der sonsti-
gen missbrauchlichen Nutzung des Authentifizierungselements und ist der Bank
hierdurch ein Schaden entstanden, haften der Kunde und die Bank nach den
gesetzlichen Grundsatzen des Mitverschuldens.

10.2.3 Haftung ab der Sperranzeige

Sobald die Bank eine Sperranzeige eines Teilnehmers erhalten hat, tibernimmt
sie alle danach durch nicht autorisierte Online-Banking-Verfiigungen entstehen-
den Schaden. Dies gilt nicht, wenn der Teilnehmer in betriigerischer Absicht
gehandelt hat.

10.2.4 Haftungsausschluss

Haftungsanspriiche sind ausgeschlossen, wenn die einen Anspruch begriinden-
den Umstédnde auf einem ungewohnlichen und unvorhersehbaren Ereignis
beruhen, auf das diejenige Partei, die sich auf dieses Ereignis beruft, keinen
Einfluss hat, und dessen Folgen trotz Anwendung der gebotenen Sorgfalt von ihr
nicht htten vermieden werden kdnnen.
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